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13 FAM 330   
MANDATORY CYBER SECURITY 

AWARENESS TRAINING 
(CT:TPD-7;   12-22-2010) 

(Office of Origin:  FSI) 

13 FAM 331  CYBER SECURITY AWARENESS 

TRAINING 
(CT:TPD-7;   12-22-2010) 
(State Only) 

(Civil Service and Foreign Service Employees) 

a. In order to meet the requirements of the Federal Information Security 

Management Act of 2002 (44 U.S.C. 3544), all Department computer 

users are required to complete and pass the annual online Cyber Security 
Awareness course (PS800) before the 1-year anniversary of their last 

cyber security awareness test.  Any user that fails to meet this 
requirement may have their OpenNet Plus access revoked, pending 

completion of the course and exam. 

b. It is primarily each employee’s responsibility to ensure he or she 

completes any mandatory cyber security awareness training requirement 
identified in this subchapter. 

c. Individuals can enroll for cyber security awareness training online through 
the Foreign Service Institute (FSI) OpenNet Web site. 
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